SCIEX

The Power of Precision

StatusScope® Remote Monitoring
Service

Agent Upgrade Instructions

SC

RUO-IDV-03-11079-A June 2020



This document is provided to customers who have purchased SCIEX equipment to use in the operation of
such SCIEX equipment. This document is copyright protected and any reproduction of this document or
any part of this document is strictly prohibited, except as SCIEX may authorize in writing.

Software that may be described in this document is furnished under a license agreement. It is against the
law to copy, modify, or distribute the software on any medium, except as specifically allowed in the license
agreement. Furthermore, the license agreement may prohibit the software from being disassembled, reverse
engineered, or decompiled for any purpose. Warranties are as stated therein.

Portions of this document may make reference to other manufacturers and/or their products, which may
contain parts whose names are registered as trademarks and/or function as trademarks of their respective
owners. Any such use is intended only to designate those manufacturers' products as supplied by SCIEX
for incorporation into its equipment and does not imply any right and/or license to use or permit others to
use such manufacturers' and/or their product names as trademarks.

SCIEX warranties are limited to those express warranties provided at the time of sale or license of its
products and are the sole and exclusive representations, warranties, and obligations of SCIEX. SCIEX
makes no other warranty of any kind whatsoever, expressed or implied, including without limitation, warranties
of merchantability or fitness for a particular purpose, whether arising from a statute or otherwise in law or
from a course of dealing or usage of trade, all of which are expressly disclaimed, and assumes no
responsibility or contingent liability, including indirect or consequential damages, for any use by the purchaser
or for any adverse circumstances arising therefrom.

(GEN-IDV-09-10816-B)

SCIEX Diagnostics products are for in vitro diagnostic use. Product(s) may not be available in all countries.
For information on availability, please contact your local representative or refer to sciex.com. All other
SCIEX products are for research use only. Not for use in diagnostic procedures.

Trademarks and/or registered trademarks mentioned herein are the property of AB Sciex Pte. Ltd., or their
respective owners, in the United States and/or certain other countries.

AB SCIEX™ is being used under license.
© 2020 DH Tech. Dev. Pte. Ltd.

AB Sciex Pte. Ltd.
BIk33, #04-06 Marsiling Industrial Estate Road 3
Woodlands Central Industrial Estate, Singapore 739256

StatusScope Remote Monitoring Service Agent Upgrade Instructions
2147 RUO-IDV-03-11079-A


https://sciex.com

Contents

1 4 Yo 11 T34 T o SO 4
LT LU TS TSP PTPRPPUPPPRPRPRY 4
Yo (U1 €= 10 1=] o T PP PP PPOTUPPTOPPPI 5

B2 Ao Lo = T 0 £ S SSSP 6
Yo [ = T 7= SO RSSRRR 6
Add a User to the Adminis(%rator (€118 ] o TP PPPPOPPPRPN: 9
Add a User to the ANAIYSt SOMWAIE.......ccoiiiiiiie e e 13
Add @ USEI 10 SCIEX OS ..oeiiiiiiiie ettt e ettt e e e e e e s s s s s at e tae e e e eeaeeeeesaaannnessaeeeeaeaeeeeesanannnns 19

B T 0 153 = 11 = L4 o PSS 24
Prepare for Installati0n®. ......................................................................................................................... 24
Install the StatusScope Remote MOoNItoring SErvice AQENT........c.cuiiiiiiiiiiiiiee it 25

Troubleshooting Tips for INSTAIAtION...........ccoiiiiii e 31
Post-Installation VerifiCatiON. ...........coiiiiiieie e e e e e e e e e e e s st r e e e e e e e e e e ennnnnen 32
Troubleshooting Tips for the Device Provisioning Task...........occueiiiiiiiiiiiii e 35

4 Remove the StatusScope® Remote Monitoring Service AQeNt......oviiiiiiiiiiiiieiiiee e 39

A Support@ed Yo 1011V T = SRRSO 41
Analyst® SOftWArE REQUITEIMENTS. ... .eiiiiiiiiie ettt e e e e e e e e e e e e e e s s et eereeeaeeeeeasannnnrnneneeees 41
Analyst TF SOftWare REQUIFEMENTS. .......uiiiiiiie et e e e st r e e e e e e s e s s e eeeeaeeeesesannennnees 42
SCIEX OS REQUIIEIMENTS. ..cceiiiteiite ittt ettt sttt ettt e e s bt e e s e b be e e e s e e b bt e e e s aabbe e e e s ettt e e e e anbbaeeesennneed 42

B Update Computers Configured with the Windows 7, 32-bit Operating
53 T (=T 1 PP P PP PP PPPPP PP PRPPRY 43

C Enable the MSMQ Feature on Computers Configured with the Windows
T Y oY@ =T = U Yo TS Y27 =] o OSSPSR 44

L0 a1 =T o3 H U1 R SSRSURRRRPY 46
LOIULS1(0] 0 0 L= = V1 11 o T PP PP RPOUPPRPRY 46
ONIINE LEAINING CRINLET.....eeiiiiiieeiee ettt ettt e e s s bbbt e e e s b b et e e s aasb bt e e e e abbe e e e e annbbeeeeeanneed 46
] 0] =5 QU] o] oo SO PPPPRT PP PR PPPPPPY 46
1031 o1 BT =T ot U PP PP PR OPUPRPRY 46
[T Yot U L 1= g - 4o TSP A7

Agent Upgrade Instructions StatusScope Remote Monitoring Service

RUO-IDV-03-11079-A 3/47



Introduction 1

This document is intended for StatusScope® Remote Monitoring Service customers who are

upgrading an existing version of the software to the new version of the Agent. This update is
required to enable customers to monitor their connected mass spectrometers through SCIEX
Now™ when we migrate to the new platform within the next few weeks.

The StatusScope® Remote Monitoring Service is used to remotely monitor SCIEX mass
spectrometers to:

* Enhance system performance

« Enhance system serviceability

* Increase system uptime

» Enhance system use reporting capabilities

* Improve repair response time

Features

The StatusScope® Remote Monitoring Service uses a Web application infrastructure to receive
performance parameters from, and report them to, connected mass spectrometers. With an
established connection to a cloud server and a SCIEX Now™ account, the status of the mass
spectrometer can be monitored.

The StatusScope® Remote Monitoring Service provides:
e Support for multiple types of mass spectrometers and LC systems.

» A unified view of important system performance parameters for monitored mass spectrometers
and their connected peripherals.

» Monitoring of the sample queue for jobs submitted through the Analyst® Software, the Analyst®
TF Software, and SCIEX OS, on all supported mass spectrometers.

A single access point for customers, through SCIEX Now'", where customers can monitor the®
status, alerts, and notifications for all mass spectrometers that are connected to the StatusScope
Remote Monitoring Service. SCIEX Now™ is configured for on-the-go viewing using a mobile
device.

» Custom reports on mass spectrometer utilization, inventory, and service history.

StatusScope Remote Monitoring Service Agent Upgrade Instructions
A4/ 47 RUO-IDV-03-11079-A


https://sciex.com/support
https://sciex.com/support
https://sciex.com/support
https://sciex.com/support
https://sciex.com/support

Introduction

Requirements

The new version of the StatusScope® Remote Monitoring Service Agent requires:

A dedicated inter@net connection for the computer connected to the mass spectrometer, so that
the StatusScope Remote Monitoring Service can function as intended.

An active SCIEX Now™ account.
A minimum of 2 GB free space on the C:/ drive.

Outbound connectivity on HTTPS and MQT'®I' protocols, port 443. The firewall must allow
outbound communication from StatusScope Remote Monitoring Service to aws-iot, including:

» al91fe2mx36xf8-ats.iot.us-east-1.amazonaws.com
» iotregistrationcertificates.s3.amazonaws.com

Contact a local IT network administrator to confirm that this requirement is met.

Agent Upgrade Instructions StatusScope Remote Monitoring Service
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Add a User

2

The procedures in this chapter must be performed on the acquisition computer. A user who is part
of the A@dministrator group for Windows, and who is assigned to the Administrator role in the
Analyst Software and SCIEX OS, if applicable, must complete the installation.

Note: All of the dialogs provided in this chapter were captured on a computer configured with
the Windows 10 operating system. Comparable dialogs are shown on computers configured with
the Windows 7, 32-bit or 64-bit operating system. The dialogs are provided as examples only.

Add a User

1. Right-click Start > Search and then type computer management in the Search field.

Figure 2-1 Computer Management App

Best match

3 % Computer Management
: App

Apps

= This PC >
E Control Panel >
[ Settings >

2. Click the Computer Management App.

2

A

Computer Management

App

= Open

StatusScope Remote Monitoring Service
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Add a User

Figure 2-2 Computer Management Window

"S- Computer Management
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FwServices and Applications

3. Click Local Users and Groups.

Figure 2-3 Local Users and Groups Options

'} Computer Management

File Action View Help
| 2@ = HE
A< Computer Management {Locsl Mame ] Actions

w |11 Systern Tools ] Usars Local Users and Groups. -

» (T) Task Scheduler 3 Grouss -
> 8] Event Viewer . F More Actions 3

» @i Shared Folders
» ¥ Local Users and Groups
» (}2! Performance
& Device Manager
v 52 Storage
= Disk Management
3 :-:, Services and Apphcations

4. Right-click Users and then click New User.
The New User dialog opens.
5. Complete the dialog as follows:
a. Clear the User must change password at next logon check box.
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Add a User

b. Type a User name in the field provided. For example, StatusScopeUser.

Note: The user name cannot contain spaces.

c. Type a Password in the field provided.

d. Type the same password in the Confirm Password field.

Figure 2-4 New User Dialog

Mew User

User name: |35'0J5500D5Ue=ar |

Full name: | |

Description: | |

Password: |u|¢|untmutt |

Confim password: |ooao.oco&coa |

[ User must change passward & next logon
[ User cannot change password

[[] Password never expires

[ Accourt ia disabled

Help Close

6. Click Create.
Click Close.

8. On the Computer Management window, double-click Users.
The name of the new user is shown in the list of users.

StatusScope’p Remote Monitoring Service Agent Upgrade Instructions
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Add a User

Figure 2-5 Computer Management Window — List of Users
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A user account managed ar

9. Continue with Add a User to the Administrator Group on page 9.

Actions
Users -
Mare Actions ]

Add a User to the Administrator Group

1. On the Computer Management window, double-click Groups.

Figure 2-6 Computer Management Groups Options Window
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Descrption
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Guests have the same access as m...
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Power Users are included for back...
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Supports file replication in a dam...
Memibers of this group are mana...

Lsars are preverited from making ..

Actions
Groups -
More Actions ]
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Add a User

2. Right-click Administrators and then click Add to Group.

Figure 2-7 Administrators Properties Dialog

Administrators Properties

Description:

Members:

&'Mministrator
82, DLGGLOBAL-Workstation Admins
,ﬂa “Domain Admins

Changes to a user's group membership
Add.. Remaove are not effective until the next time the
user logs on.

3. Click Add.

Figure 2-8 Select Users, Computers, Service Accounts, or Groups Dialog

Select Users, Computers, Service Accounts, or Groups

Select this object type:

|Useranr Built4n securty principals | Object Types...
From this location:

[ Hetwaork or computer name | Locations. ..

Enter the object names to select (zxamples):

Check Names

T ==

4. Make sure that the correct location is shown in the From this location field.

StatusScope'” Remote Monitoring Service Agent Upgrade Instructions
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Add a User

Note: The location is typically the computer name. To change the selection, click Locations,
select the appropriate location on the Locations dialog, and then click OK.

Figure 2-9 Locations Dialog

Locations *

Selact the location you want to ssarch_

Location

'_"-" Local compuier name

e Directory

ok | cance

5. Type the name of the user that was created in Add a User on page 6 in the Enter the object

names to select field and then click Check Names. For example, StatusScopeUser.

The name is shown, underlined, in the Enter the object names to select field.

Figure 2-10 Select Users Dialog — Valid User

Select Users

Select this object type:
|Useranr Built4n securty principals

From this location:

| Hetwork or computer name | Locations. ..

Enterthe object names to select (zxamples):
..\ StatusSoope | Iser

Check Names
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Add a User

Tip! If the name of the user cannot be verified, then make sure that the name has been typed
correctly and that the user is a valid computer or network domain user.

Figure 2-11 Name Not Found Dialog

Name Mot Found

An object named "NewSatusScopellser” cannot be found. Check the selected object types
and location for accuracy and ensure that you typed the object name comectly, ar remave this
object from the selection

(®) Comect this object information and search again
Select this object type:
|Users. Service Accounts. or Groups | Object Types...
From this location

[ Hetwork or computer name | Locations..,
Enter the object name:
|NSta1wSooDeUsel |

(O) Remove "NStatusScopeUser” from selection

[ok ] concel

6. Click OK to close the Select Users dialog.

The name of the new user is shown in the Members field.

StatusScope Remote Monitoring Service Agent Upgrade Instructions
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Add a User

Figure 2-12 Administrators Properties Dialog — Administrator Added

Administrators Properties

General

% Administrators

Description:

Members:

A Administrator

82, DLG-GLOBAL-Workstation Admins
33_'. “Domain Admins

A StatusScopellser

Changes to a user's group membership

Remove are not effective until the next time the

user logs on.

QK Cancel Apply Help

7. Click Apply and then click OK.

8. Close the Computer Management dialog.

9. Add the user to the Administrator role in the acquisition software:
» Add a User to the Analyst® Software on page 13
» Add a User to SCIEX OS on page 19

Add a User to the Analyst® Software

Note: In this procedure, all references to the Analyst® Software can be replaced with the Analyst®
TF Software.

Note: Any changes to the Analyst® Software security configuration take effect after the Analyst®
Software is restarted.

1. Open the Analyst® Software.

Agent Upgrade Instructions StatusScope{n Remote Monitoring Service
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Add a User

2. On the Navigation bar, under Configure, double-click Security Configuration.

Figure 2-13 Security Configuration Dialog

Security Configuration

Projects Remote Viewsns

3. Click the People tab.

AP Instrument
Root Path: C\Analyst Dt Projects\ 4P| Instrumssnt
Description: AP Instruement
View / Edit Access Rights

Note: If the People tab is not shown, then the Security Mode in the Analyst® Software is set
to Single User Mode and this procedure does not have to be completed. Continue with

Prepare for Installation on page 24.

StatusScope’p Remote Monitoring Service
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Add a User

Figure 2-14 Security Configuration Dialog — People Tab

Security Configuration

Projects  People  Ramote Viewen

Person/ Administrator

] adminisirator

New Person..  Ful Name

Delete Dscrption:
Buit-n account for administering the computes,'domain

- A st aboe

<< Add

Remave >

4. Click New Person.

Figure 2-15 Select Users or Groups Dialog

Select Users or Groups

Select thes object type:
llhm J Object Types..
From this lacation:
Hetwork or computer name | Locations, .
Enterthe object names to select [examples):
Check Names
Advanced... OK Cancal

5. Make sure that the correct location is shown in the From this location field.

Note: The location is typically the computer name. To change the selection, click Locations,
select the appropriate location on the Locations dialog, and then click OK.

Agent Upgrade Instructions StatusScope@ Remote Monitoring Service
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Add a User

Figure 2-16 Locations Dialog

Locations

Select the location you wank to search.

Location;
T Local computer name

£ Directory

[ox ][ conen

6. Type the name of the user that was created in Add a User on page 6 in the Enter the object
names to select field and then click Check Names. For example, StatusScopeUser.

The name is shown, underlined, in the Enter the object names to select field.

Figure 2-17 Select Users or Groups Dialog - User Added

Select Users or Groups:

Select this abject type:
_U*" | Object Types...
From this location:
Hetwork or computer name | Locations. ..
[Enterthe obiect names to select lzxamples):
St SEopel)sar Check Nemes
dances Cancel
StatusScope Remote Monitoring Service Agent Upgrade Instructions
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Add a User

Tip! If the name of the user cannot be verified, then make sure that the name has been typed
correctly and that the user is a valid computer or network domain user.

Figure 2-18 Name Not Found Dialog

Marne Mot Feund

An ohisct named “NStalus Seopelser” eannot be found. Check the selected chiect types and
location for accuracy and ensure that you typed the: object name comectly. or remove this object
from the sslaction.
() Comect this shied information and ssanch again
Sebect this object type:
|Uur: Object Types...
[From this location:
|Nl=lwu|k of ciimpuler name Locations. ..
[Erfler the object name:
[NStotusScopelier |
() Remove “NStatusScopallser™ from selection
ok ][ conce

7. Click OK.

Figure 2-19 Security Configuration Dialog

Security Configuration

StatusScope User/ Role

D sdminiatrator Mew Person..  Ful Name:  RatusScopeUser

Rolefs) Selected
<< Add 5
Remave »> asm
Print. More 0K Cancel Apply Hep
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Add a User

8. Make sure that the name of the user that was added is selected and then click Administrator
in the Available Roles field and then click = =+

Administrator is shown in the Role(s) Selected field.

Figure 2-20 Security Configuration Dialog

Security Configuration

Projects  People  Ramote Viewen
StatusScope User/ Role

B stnisteaten Mew Person,.  Ful Mame:  StatusScopelUser

® ..ketatus scopeuser

Folefs) Selected Avalable Roles
. Accirmini sheshor [Z
Dpesstoi
Ered Uzer
0 Rieviser
it
Remove »>
Print More OK Cancel Apply Help

9. Click Apply.

Figure 2-21 SecurityConfig Message

Any changes to the security configuration will only take effect
! once Analyst is restarted.

10. Click OK to close the message.
11. Click OK to close the Security Configuration dialog.
12. Close the Analyst® Software.

Agent Upgrade Instructions
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Add a User

Note: Any changes to the Analyst® Software security configuration take effect after the Analyst®
Software is restarted.

13. Continue with Prepare for Installation on page 24.

Add a User to SCIEX OS

1. Open SCIEX OS.

Figure 2-22 SCIEX OS Home Page

Q-

Configuration

Exploner ﬁ

Analytics

2. Open the Configuration workspace.

Agent Upgrade Instructions StatusScope{n Remote Monitoring Service
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Add a User

Figure 2-23 Configuration Workspace

O = Configuration

Data Acquisition

3. Click User Management.

Figure 2-24 User Management

o = Configuration

Uner name o group | VB-20B60uier w o o W |
\User Management -
I_ W Active user of greus

W Administrates Full acress. Provides atslity bo develop methods. 1

Ao Mathod Devioper To perfons mathod Ceation and routing Enalyss.
Asubyst

[ Read-only acoess. Provides ability o explone data,

Data Acquisition

4. Click Add User (o).

StatusScope’p Remote Monitoring Service

20/ 47

Agent Upgrade Instructions
RUO-IDV-03-11079-A



Add a User

Figure 2-25 Select User or Group Dialog

Select User or Group *®
Select thes object type:
User, Group, or Builtin securty pencipal Object Types...
Frem this lacation:
VB-20860 Locations. .
Enterthe object name to sekect fexamples):

Check Mames

e =

5. Make sure that the correct location is shown in the From this location field.

Note: The location is typically the computer name. To change the selection, click Locations,
select the appropriate location on the Locations dialog, and then click OK.

Figure 2-26 Locations Dialog

Locations

Select the location you wart to ssarch

Livzation

& (R

I

6. Type the name of the user that was created in Add a User on page 6 in the Enter the object
names to select field and then click Check Names. For example, StatusScopeUser.

The name is shown, underlined, in the Enter the object names to select field.

Figure 2-27 Select User or Group Dialog — User Added

Select User or Group *®

Select thes object type:

User, Group, or Builtin securty pencipal Object Types...

Frem this lacation:

VB-20860 oeations, .

Enterthe object name to sekect fexamples):

VB-20860 Stus ScopeLUser Check Names
K =
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Add a User

Tip! If the name of the user cannot be verified, then make sure that the name has been typed
correctly and that the user is a valid computer or network domain user.

Figure 2-28 Name Not Found Dialog

An ohject named “NStalusScopallser” cannol be found. Check the selected chiect types and
mm{ammmdmhwunpedhm name comecthy. or remove this object
the seaction

() Comect this shied information and ssanch again
|U’“ Object Trpes...
|va-mm | Locations..
EFfiEr Ihe ohject name:
[NStotusScopelier |

() Remave "N Statua ScopsLiss™ from selection

7. Click OK.

Figure 2-29 User Management — User Added

Q) - Configuration

User name of group VE-Z0860\ St tuiSoopeline w o o e

o Actrew user of group

Administrator Full aocess. Provides ability to deveiop methods. ¢
Mt Dirviloger Tiy pesrfoemn o CTEaton Snd FOULng Snahysis.

Anabyit

Data Acquisition

8. Make sure that the name of the user that was added is shown in the User name or group field
and then select the Active user or group check box.

9. Inthe Roles area, select the check box to the left of Administrator.

StatusScope’p Remote Monitoring Service Agent Upgrade Instructions
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Add a User

Figure 2-30 User Management — Administrator Selected

Q - configuration

@1 Nde OF QPOUp VB 208600 StabusScopeliser

User Managemaent L
I . | Active user or growp

* 0 o R |
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R
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Ritad-0nly S0cess. Provides shiity 10 Svpaons duta,

Data Acquisition

10. Click Save.
11. Close SCIEX OS.

12. Continue with Prepare for Installation on page 24.
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Installation 3

Prepare for Installation

Prerequisites

Make sure that the user who will be completing the installation is assigned to the Administrator
group. Refer to Add a User to the Administrator Group on page 9.

Make sure that the user who will be completing the installation is ass@igned to the Administrator
role in the acquisition software. Refer to Add a User to the Analyst Software on page 13 or
Add a User to SCIEX OS on page 19.

(For computers configured with the Windows 7, 32-bit operating system only) Make sure that
SP1 and the Security Update for Windows 7 (KB2813430) are installed. Refer to Update
Computers Configured with the Windows 7, 32-bit Operating System on page 43.

1. Download the required zip file from sciex.com/software-support/software-downloads.

2. Save the file to a local drive on the computer that is connected to the instrument to be monitored.
Tip! To prevent potential installation issues, save the file to a location other than the computer
desktop and disconnect any external USB storage devices.

3. After the download is complete, right-click the downloaded file and then click Extract All to

extract the installation package.

Note: By default, the files are extracted to the location where the zip file was saved. Make
sure that the path to the installation folder is not too long. If the path is longer than 118
characters, then installation might not proceed.

4. Continue with Install the StatusScope® Remote Monitoring Service Agent on page 25.

StatusScope Remote Monitoring Service Agent Upgrade Instructions
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Installation

Install the StatusScope® Remote Monitoring
Service Agent

Prerequisites

« The installation must be performed on the acquisition computer.

IMPORTANT:

If a previous version of the StatusScope® Remote Monitoring Service is currently installed on the
computer, it should not be removed. The StatusScope® Remote Monitoring Service is required to
enable users to continue monitoring the status of their systems. Consult with a Field Service
Employee (FSE) before removing the existing software.

1. Log on to the computer as the user that was created in Add a User on page 6.
2. Make sure that the acquisition software is open.

3. Make sure that the hardware profile in the acquisition software is active and that it contains
the mass spectrometer that is being monitored.

4. Navigate to the installation folder, StatusScopeSetup-2.0, open the folder, and then open the
Install > Utilities folder.

5. Double-click StatusScopePortCheck.exe.

Figure 3-1 Connectivity Confirmation

¥ Ca\StatusScopeSetup-2.0nstall\Utilities\StatusScopePortCheck.exe

6. Make sure that Yes is shown in the Open column for both servers.

Agent Upgrade Instructions StatusScope Remote Monitoring Service
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Installation

Tip! Contact a local IT network administrator to %onfirm that the firewall is configured to allow
outbound communication from the StatusScope Remote Monitoring Service to the two host
sites shown in Figure 3-1. Refer to Requirements on page 5.

7. Press Enter to close the dialog.

8. Return to the root StatusScopeSetup-2.0 folder, right-click StatusScopeSetup.exe and then
select Run as administrator.

Tip! If the computer is configured with version 1607 or 1703 of the Windows 10 operating
system, then the following message is shown. Continue with step 9.

Figure 3-2 .Net Framework Installation Dialog

Met Framewaork installation >

Please press OK to install the .Met Framework and restart the PC before
! + proceeding with the StatusScope setup,

0K

Tip! If the computer is configured with any other version of the Windows 10 operating system,
then the following dialog is shown. Continue with step 12.

StatusScope Remote Monitoring Service Agent Upgrade Instructions
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Figure 3-3 End User License Agreement

G’ SCIEX StatusScope Agent X

Welcome to SCIEX StatusScope Agent 2.0 Setup Wizard

The Setup Wizard will install SCIEX StatusScope Agent 2.0 on your computer.

By dlicking | Agree and continuing the sstup, you are agreeing to the licenss terms
and conditions. Click Cancel to exit the Setup Wizard.

SCIEX .
SOFTWARE LICENSE TERMS I
StatusScope Software version 2.0

ATTENTION:
PLEASE READ THIS DOCUMENT CAREFULLY.

Tip! If the computer is configured with the Windows 7, 32-bit operating system, then the
following message is shown. Continue with Enable the MSMQ Feature on Computers
Configured with the Windows 7, 32-bit Operating System on page 44.

Figure 3-4 Install MSMQ Message Dialog

Install MSMQ x

Please enable MSMQ feature in Turn Windows features On or
; l'\ Off from Control panel and restart the PC before installing
~ the Agent setup.

oK

9. Click OK.

Agent Upgrade Instructions StatusScope@ Remote Monitoring Service
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Figure 3-5 .NET Framework Installation Complete Dialog

-"D bt MNET Frarmieessy x

Installation Is Complete

MET Framgwory 4.7, 1 N, besen sl

Chech fr sre rede™d vermond 00 1 oo ey LDdeis

10. Click Finish.

Figure 3-6 .NET Framework Restart Computer Dialog

Microsoft .MET Framework

You must restart your computer to complete the installation. If you choose
Restart Later, applications dependent on .NET Framework may stop
working.

[ Restart Now ] Restart Later

11. Click Restart Now.

Note: When the computer has started again, return to step 1 of this procedure.

12. Click | Agree.

Note: It might take a few minutes for the next screen in the sequence to be shown. No user
intervention is required.

StatusScope Remote Monitoring Service Agent Upgrade Instructions
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Figure 3-7 Administrator User Credentials

[+#) SCIEX StatusScope Agent x

Please provide the user details to run the Statusscope Agent

® User should have Administrative rights.

® User should have permission to run Windows services.

* User should be configured in the Acquisition software with necessary permissions.

Username:

Password:

 previous Il Nt Jill Concel |

13. Type the name of the user that was created in Add a User on page 6 in the Username field.
14. Type the Password in the field provided and then click Next.

Note: It might take a few minutes for the next screen in the sequence to be shown. No user
intervention is required.

Figure 3-8 Installation Progress

Current component: Microsoft Visual.C++. 14,1584, Version : 14.0.23026.0
Cheerall Progress :

15. If both the Analyst® Software or Analyst® TF Software and SCIEX OS are installed on the
workstation, then select the Agent Type that matches the software that is used for acquisition.

Note: If®0nly one of tge software applications in installed, then this dialog is not shown. Both
Analyst and Analyst TF Software are shown as Analyst in the Agent Type field.

Agent Upgrade Instructions StatusScopeﬁ’ Remote Monitoring Service
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Figure 3-9 Agent Type

Select the type of Agent that you want to Install

Agent Type: -

16. Click Next.

Note: It might take a few minutes for the next screen in the sequence to be shown. No user
intervention is required.

Figure 3-10 Installation Complete

@' SCIEX StatusScope Agent X

SCIEX StatusScope Agent 2.0 Setup

Installation was successful,

SCIEX Support Contact Information:
www.SCiex.com/support

On Finish, please wait for a minute for system to initialize.

SCIEX)
/SCIEX
17. Click Finish.
StatusScope@ Remote Monitoring Service Agent Upgrade Instructions
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Note: The system might take a few minutes to initialize and for the dialog to close. No user
intervention is required.

18. Continue with Post-Installation Verification on page 32.

Troubleshooting Tips for Installation

Table 3-1 Installation Issues

Issue

Resolution

@

SCIEX StatusScope Agent X

Analyst or SciexOS Acquisition software’s are not
Installed. The Installation will now abort.

Install one of the following acquisition software:

. Analyst® Software. Refer to Analyst® Software
Requirements on page 41 for a list of
supported versions.

. Analyst® TF Software. Refer to Analyst® TF
Software Requirements on page 42 for a list
of supported versions.

* SCIEX OS. Refer to SCIEX OS Requirements
on page 42 for a list of supported versions.

Q

SCIEX StatusScope Agent X

The Username you have entered is not part of Local
Admin group. Please enter a valid Username and
Password.

Make sure that the user is assigned to the
Administrator group. The user account can be
local to the computer or part of a network
domain. Refer to Add a User to the Administrator
Group on page 9.

Agent Upgrade Instructions
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Table 3-1 Installation Issues (continued)

Issue

Resolution

SCIEX StatusScope Agent X

6 Please enter a valid username and Password

Make sure that the username and the password
are typed correctly.

SCIEX StatusScope Agent 2.0 Setup

Thee geocedute mas cancelied

Ul the fellewing paiageii)
LC= = Bk 15, Versan 1 140.23026.0
LE oo, b0 15054, Verpon - 1016270330

SOIEN Suppert Contat Infarmatise
e SO L O SOt

©On Finish, please wait for a minute Sor system 1o initialize.

Send an e-mail to
StatusScope.Migration@sciex.com. The e-mail
must include the contact information and the
serial number of the connected mass
spectrometer.

(@) 5CiEx statusScope Agent x

Post-Installation Verification

Note: All of the dialogs provided in this procedure were captured on a computer configured with
the Windows 10 operating system. Comparable dialogs are shown on computers configured with
the Windows 7, 32-bit or 64-bit operating system. The dialogs are provided as examples only.

1. Right-click Start > Search and then type services in the Search field.

StatusScope“' Remote Monitoring Service
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Installation

Figure 3-11 Services App

Al Apps  Documents Wsb  More ¥ ad
Best match
Services h
) 4
App b
Apps Services
App

Search the web

£ local - see web results »
of Open

2. Click the Services App.

Figure 3-12 Services Window

File Action View Help

| W = HE » a0

5 Services (Local) o Senvices (Local)

Select an item to view its description,  Mame - Description Status Startup Type L)
Tk ActiveX Installer (AxdnoSv) Prevides Use.., Panual
& Adobe Acrobat Update Service Adobe Acre..  Runming  Automatic
& Adobe Flash Player Update Senvice This service .. Manual
& Adobe Genuine Menitor Service Adobe Genu.. Runming  Automatic
(£} Adobe Genuine Software Integrity Service Adobe Genu.. Runming  Automatic
-:T.":ﬂdoheLlpdauSmict Running  Automatic
£} Allloyn Router Service Routes Alllo... Manwal (Trigger Start)
£, Alps HID Monitor Service Menitor HID... Running  Automatic
\‘T;’:ﬂnalp-&wi:c Running  Automatic
) App Readiness Gets apps re-.. Manual
Qnﬁlgn:d.ﬂuccﬁsManag:rS:mn Assignedic... Banual (Trigger Start)
< >

Y, Extended [ Standard /

3. Verify that the status of the StatusScopeAnalystAgent or the StatusScopeSciexOSAgent
service, and the StatusScopeFieldGateway service is Running.

Note: On computers configured with the Windows 7 operating system, the status of the
service is Started.

Agent Upgrade Instructions StatusScope@ Remote Monitoring Service
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Figure 3-13 StatusScope Services

-,':,:-‘; StatusScope Access Remote Provides se...
-.r_:-‘; StatusScopefnalystAgent StatusScope...
-,,':_:-‘: StatusScopeFieldGateway Field gatew...
-f_:’: StatusScopeSciex0SAgent StatusScope...

Running

Running

Manual

Automatic
Automatic
Automatic

Verify that the installation logs are available in the C:\Users\[username]\AppData\Local\Temp

folder, where [username] is the name of the user that is logged on the computer and has
completed the installation.

Figure 3-14 Installation Logs

| Setup_20200505074809.1cg
| SCIEX_StatusScope_Agent_20200505074812.log
| PDApp.log
| SCIEX_StatusScope_Agent_20200505074812_007_MotifierSetup.log
| SCIEX_StatusScope_Agent_20200305074812_006_FieldGatewaySetup.log
| SCIEX_StatusScope_Agent_20200505074812_005_Scie0SAgentSetup.log
| SCIEX StatusScope_Agent_20200505074812_004_AnalystAgentSetup.log
| 18e190413af045db33dfbd29609eb8T7 . db.ses
| dd_vcredist_x36_202005050753403.log

mat-debug-30072.log

dd_vcredist_amdéd_20200505075401.log

ument 1KB

9,591 KB
29 KB
09 KB
55 KB
148 KB

1KB
8 KB
D KB
TKB

5. Verify that the application logs are available in the C:\ProgramData\SCIEX\Logs\StatusScope
folder.

Figure 3-15 Application Logs

S

Mame ~  Date modified Type

StatusScopeDeviceAgent.log 2020/05/05
StatusScopeFieldGateway.log 2
StatusScopeMotifierog

6. Do one of the following:

On computers configured with the Windows 10 operating system, navigate to the C:\Program
Files (x86)\SCIEX\StatusScope\Utilities folder, right-click StatusScopeTest.exe, and then

select Run as administrator.

On computers configured with the Windows 7 operating system, navigate to the C:\Program
Files\SCIEX\StatusScope\Utilities folder, right-click StatusScopeTest.exe, and then select

Run as administrator.

This test tool validates that all prerequisites, services, data in message queue, and provisioning
has been completed.

StatusScope Remote Monitoring Service
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Figure 3-16 StatusScope Agent Troubleshooter Window — Device Provisioning Successful

rettotjdkl.8.8_242\bi
PATH variable.

Program Fi
ATH

ul.
f-47cc-b78b-4edceBflesb?

7. Make sure that the statement Device Provisioning is Successful is shown at the bottom of
the StatusScope Agent Troubleshooter window. If the statement Device Provisioning Failed
is shown, then continue with Troubleshooting Tips for the Device Provisioning Task on page
35.

Figure 3-17 StatusScope Agent Troubleshooter Window — Device Provisioning Failed

jdk1.8.8_242
e.

riable.

WinB4a\bin

8. Press Enter to exit the dialog.
Troubleshooting Tips for the Device Provisioning Task

1. Right-click Start > Search and then type services in the Search field.

Agent Upgrade Instructions StatusScope Remote Monitoring Service
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Figure 3-18 Services App

Al Apps  Documents Wsb  More ¥ ad
Best match
Services h
) 4
App b
Apps Services
App

Search the web

£ local - see web results »
of Open

2. Click the Services App.

Figure 3-19 Services Window

File Action View Help

| W = HE » a0

5 Services (Local) o Senvices (Local)

Select an item to view its description,  Mame - Description Status Startup Type L)
Tk ActiveX Installer (AxdnoSv) Prevides Use.., Panual
& Adobe Acrobat Update Service Adobe Acre..  Runming  Automatic
& Adobe Flash Player Update Senvice This service .. Manual
& Adobe Genuine Menitor Service Adobe Genu.. Runming  Automatic
(£} Adobe Genuine Software Integrity Service Adobe Genu.. Runming  Automatic
-:T.":ﬂdoheLlpdauSmict Running  Automatic
£} Allloyn Router Service Routes Alllo... Manwal (Trigger Start)
£, Alps HID Monitor Service Menitor HID... Running  Automatic
\‘T;’:ﬂnalp-&wi:c Running  Automatic
) App Readiness Gets apps re-.. Manual
Qnﬁlgn:d.ﬂuccﬁsManag:rS:mn Assignedic... Banual (Trigger Start)
< >

Y, Extended [ Standard /

3. Verify that the status of the StatusScopeAnalystAgent or the StatusScopeSciexOSAgent
service, and the StatusScopeFieldGateway service is Running.

Note: On computers configured with the Windows 7 operating system, the status of the
service is Started.

StatusScope’p Remote Monitoring Service Agent Upgrade Instructions
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Figure 3-20 StatusScope Services

-_':::'; StatusScope Access Remote Provides se... Manual

-_',::'; StatusScopednalystAgent StatusScope.. Running  Automatic
-_':::'; StatusScopeFieldGateway Field gatew.. Running Automatic
-.r,:-‘; StatusScopeSciexOSAgent StatusScope... Automatic

4. For each service, right-click the service name and then click Restart.

Note: If one or both of the services are not running and cannot be started manually, then
restart the computer and return to Post-Installation Verification on page 32.

5. Verify that the Log On As field for the StatusScopeAnalystAgent service or the
StatusScopeOSAgent service contains the name of the user that was created in Add a User
on page 6. For example, StatusScopeUser.

Figure 3-21 StatusScopeAnalystAgent Log On As User
MName : Description Status Startup Type Leg On As
£k StatusScopednalystagent StatusScope agent service for Anal.. Running  Automatic —_—p \StatusScopellser
1o StatusScopeFieldGateway Field gateway service for commun.. Running  Automatic Local System

6. Do one of the following:

» On computers configured with the Windows 10 operating system, navigate to the C:\Program
Files (x86)\SCIEX\StatusScope\FieldGateway\JITP\JITP_Device_Register folder.
» Oncomputers configured with the Windows 7 operating system, navigate to the C:\Program
Files\SCIEX\StatusScope\FieldGateway\JITP\JITP_Device Register folder.
Figure 3-22 JITP_Device_Register Folder File List
chk_hst.bet
o deviceCert.crt
deviceCert.csr
deviceCert.key
il devieeCertandCAC et
[ initiate_device_registration.bat
properties.yaml
moot.cert
| roatCA ey
roatC A pem
roatCA. 5
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Note: If the JITP_Device_Register folder contains all of the files shown in Figure 3-22, then
the provisioning was successful. If the JITP_Device_Register folder contains more files or
fewer files than those shown, then the provisioning did not occur or it failed.

7. Navigate to C:\ProgramData\SCIEX\Logs\StatusScope and download the
DeviceprovisioningLog.txt file.

8. Send an email containing the following information to StatusScope.Migration@sciex.com:
» contact information
» serial number of the connected mass spectrometer

» DeviceprovisioningLog.txt file

StatusScope Remote Monitoring Service Agent Upgrade Instructions
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Removethe Status.Scope® Remote
Monitoring Service Agent

Log on to the computer as a user with Administrator privileges.

Click Start > Control Panel.

In the Large icons or Small icons view, click Programs and Features.
Right-click SCIEX StatusScope Agent and then click Uninstall.

P w NP

Figure 4-1 Removal Wizard

@ SCIEX StatusScope Agent X

Welcome to SCIEX StatusScope Agent 2.0 Setup Wizard

SCIEX StatusScope Agent 2.0 will be uninstalled from your computer,

Click Mext to continue with the uninstall procedure.
Click Cancel to exit the uninstall procedure.

/SCIEX)

5. Follow the on-screen instructions.

Agent Upgrade Instructions SunusScopeERenKNeIWonnoHng Service
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Remove the StatusScope® Remote Monitoring Service Agent

Figure 4-2 Removal Complete

@' SCIEX StatusScope Agent X

SCIEX StatusScope Agent 2.0 Setup
The software has been uninstalled,

On Finish, please wait for a minute for system to initialize.

SCIEX)
/SCIEX
6. Click Finish.
StatusScope@ Remote Monitoring Service Agent Upgrade Instructions
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Supported Software

Analyst® Software Requirements

The following versions of the Analyst® Software are supported by the StatusScope® Remote
Monitoring Service, including all of the available add-ons (Patches, HotFixes and Components
releases):

Version 1.6

Version 1.6 Software Components for 6500 Series Instruments

Version 1.6.1
Version 1.6.2

Version 1.6.2 HotFix to February 2015

Version 1.6.2 Software Components for 3500 Series Instruments

Version 1.6.3

Version 1.6.3 HotFix 1
Version 1.6.3 HotFix 2
Version 1.6.3 HotFix 3
Version 1.6.3 HotFix 4
Version 1.7

Version 1.7 with HotFix 1
Version 1.7 HotFix 2
Version 1.7 HotFix 3
Version 1.7.1

Version 1.7.1 HotFix 1

Agent Upgrade Instructions
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Analyst® TF Software Requirements

The following versions of the Analyst® TF Software are supported by the StatusScope® Remote
Monitoring Service, including all of the available add-ons (Patches, HotFixes and Components
releases):

» \Version 1.7

* Version 1.7.1

* \Version 1.7.1 HotFix 1

» Version 1.7.1 With Components for LC Devices
» Version 1.7.1 With Components for NanoCell

» \Version 1.8

» \Version 1.8 HotFix 1

* \Version 1.8.1

SCIEX OS Requirements

The following versions of SCIEX OS are supported by the StatusScope® Remote Monitoring
Service, including all of the available add-ons (Patches, HotFixes and Components releases):

 Version 1.6.1
* \Version 1.6.2
e Version 1.7

StatusScope Remote Monitoring Service Agent Upgrade Instructions
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Update Computers Configured
with the Windows 7, 32-bit
Operating System B

1. Download SP1 for the Windows 7, 32-bit operating system from https://www.microsoft.com/
en-us/download/confirmation.aspx?id=5842.

2. Follow the instructions to install SP1.

3. Download the Security Update for Windows 7 (KB2813430) from https://www.microsoft.com/
en-us/download/details.aspx?id=39110.

4. Follow the instructions to install the security update.

Agent Upgrade Instructions StatusScope Remote Monitoring Service
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Enable the MSMQ Feature on
Computers Configured with the
Windows 7, 32-bit Operating System C

If the computer where the StatusScope® Remote Monitoring System Agent is being installed is
configured with the Windows 7, 32-bit operating system, then the following message is shown
when the StatusScopeSetup.exe file is double-clicked.

Figure C-1 Install MSMQ Message Dialog

Install MSMQ x|

Off from Control panel and restart the PC before installing

[
Please enable MSMQ feature in Turn Windows features On or r
the Agent setup. |

|

1. Click OK to close the message.
2. Click Start > Control Panel.
3. Inthe Large icons or Small icons view, click Programs and Features.
4. In the left navigation panel, click Turn Windows features on or off.
Figure C-2 Programs and Features Window
o Programs and Features
€« = T [} o« ANl Contred Panel lterns »  Programs and Features » & | SearchPr. @
Fentrel Panel Home Uninstall or change a program
View installed updates To wninstall a program, select it from the list and then click Uninstall, Change, er
I¥ Tum Windows features on or Repair.
off
Install 3 program from the Organize = == - a
network ~
Name Publisher ~
o Microscft SOL Server 2008 R2 Native Client Micresaft Corporation
 Micrezoft SOL Server 2008 R2 Setup (English) Micresaft Corperstion
o Microsoft SQL Server 2008 Setup Support Files Micresoft Corporation
| Microsoft SOL Server Erowser Microsoft Corporstion
4 Microseft SO Server Compact 3.5 5P2 ENU Micresoft Corporation
3 Microsoft SOL Server Compact 3.5 5P2 xf4 ENU Microsoft Conporation .
VTN AR Y [ ,
e S8 Currently installed pragrams Toetal size: 16,8 GB
[.] 103 programs installed
StatusScope Remote Monitoring Service Agent Upgrade Instructions
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Enable the MSMQ Feature on Computers Configured with the Windows 7, 32-bit Operating

System

5. Select the Microsoft Message Queue (MSMQ) Server check box.

Figure C-3 Windows Features Dialog

ﬁ Windows Features

Turn Windows features on or off 7]
To turmn a feature on, select its check box. To turn a feature off, clear its
check box. A filled box means that only part of the feature is turned on.
3 |:| Hyper-¥ ~
| | Internet Explorer 11
7 [] | Internet Information Services
] | Internet Information Services Hostable Web Core
i (1 | Legacy Components
3 Media Features
5 ] | Microsoft Message Queue (MSMQ) Server |
b | Microsoft Print to PDF
B | Microsoft XPS Document Writer
7 [] | MultiPoint Connector
7 (M Print and Document Services
| Remnte Differential Comnrescion APl Sunnort o
Cance
6. Click OK.

Close the Programs and Features dialog.

8. Restart the computer and then continue with Install the StatusScope® Remote Monitoring
Service Agent on page 25.
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Contact Us

Customer Training

* In North America: NA.CustomerTraining@sciex.com
* In Europe: Europe.CustomerTraining@sciex.com

« Qutside the EU and North America, visit sciex.com/education for contact information.

Online Learning Center

« SCIEX University™

SCIEX Support

SCIEX and its representatives maintain a staff of fully-trained service and technical specialists
located throughout the world. They can answer questions about the system or any technical issues
that might arise. For more information, visit the SCIEX website at sciex.com or contact us in one
of the following ways:

e sciex.com/contact-us

» sciex.com/request-support

Note: For any questions or issues related to the StatusScope® Remote Monitoring Service,
select Instrument & Hardware as the Issue Type.

» StatusScope.Migration@sciex.com

CyberSecurity

For the latest guidance on cybersecurity for SCIEX products, visit sciex.com/productsecurity.

StatusScope Remote Monitoring Service Agent Upgrade Instructions
46/ 47 RUO-IDV-03-11079-A


mailto:NA.CustomerTraining@sciex.com
mailto:Europe.CustomerTraining@sciex.com
https://sciex.com/education
https://training.sciex.com
https://sciex.com
https://sciex.com/contact-us
https://sciex.com/request-support
mailto:StatusScope.Migration@sciex.com
https://sciex.com/productsecurity

Contact Us

Documentation

This version of the document supercedes all previous versions of this document.

To view this document electronically, Adobe Acrobat Reader is required. To download the latest
version, go to https://get.adobe.com/reader.

The latest versions of the documentation are available on the SCIEX website, at
sciex.com/customer-documents.

Note: To request a free, printed version of this document, contact sciex.com/contact-us.

StatusScope Remote Monitoring Service
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